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Attachments:


1. Overall Description:

RAN2 has been discussing requirements for integrity protection for the different DRB types for the MR-DC architectures of NE-DC, NR-DC and NG-EN-DC.  

All three DC architectures (NE-DC, NR-DC and NG-EN-DC) are connected to 5GC.  NE-DC and NR-DC use NR RRC for master node and NG-EN-DC uses LTE RRC for the master node.  
For MR-DC, RAN2 defined MN and SN terminated bearer types depending on the location of the PDCP entity in the network.  Further, data for either of these termination points can be sent over MCG (called MCG bearer) or SCG (called SCG bearer) or both (split) radio interfaces.  Both MN and SN terminated bearers use NR PDCP in all three DC architectures.  The UE does not differentiate between the MN and SN termination points, but different algorithms can be configured for MN and SN terminated bearers.  Further details on bearer types can be found in TS37.340.
RAN2 would like to ask SA3 for the integrity protection requirements for the DRBs – which of the bearer types (MN and SN terminated bearers) need integrity protection for each of NE-DC, NR-DC and NG-EN-DC architectures?  
RAN2 previously agreed not to support integrity protection on DRBs for LTE connected to 5GC.  RAN2 would like to point out that RAN2 does not envisage any additional RAN2 work to support integrity protection for the different DRB types for NR-DC.

RAN2 would further like to ask SA3 about the integrity protection activation requirements of DRBs involving both MN and SN terminated bearers for the same PDU session (split PDU session).  When the policy for PDU session is set to “DRB IP preferred”, is it required to activate integrity protection for all MN and SN terminated bearers of the PDU session?  Or can DRB IP be activated differently for MN terminated and SN terminated bearers? 

2. Actions:

To SA3 group:
RAN2 respectfully requests SA3 to provide response to the following questions:

Q1:    Which of the bearer types (MN and SN terminated bearers) need integrity protection for each of NE-DC, NR-DC and NG-EN-DC architectures?
Q2: When the policy for PDU session is set to “DRB IP preferred”, is it required to activate integrity protection for all MN and SN terminated bearers of the PDU session?  Or can DRB IP be activated differently for MN terminated and SN terminated bearers?
3. Date of Next TSG-RAN WG2 Meetings: 
TSG-RAN WG2 Meeting #104
12th – 16th November 2018
Spokane, USA.

TSG-RAN WG2 Meeting #105
25th February – 1st March 2019
Athens, Greece.

